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“L’ambition dont on n’a pas les talents est un crime.”
Francois-René de Chateaubriand

I Prologue

Since 1970, a lot of people have read the seminal paper of Rivest, Shamir and Adleman,
but nobody, as far as we know, has identified the most important message of this article: as
this paper demonstrates, cryptical messages are hidden between the lines, using complex
Cabalistic techniques (only mastered by experts like Louise Ciccone or Claude Vorilhon),
and may deliver fundamental prophecies for the future status of RSA, and cryptology in
general. (One might recognize in the title of this paper a reference to two masterpieces of
literature, whose erudition and intellectual honesty inspired us for this work.)
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This first cryptical message is hidden at page 3 of the RSA paper [RSAT78]: Figure 1
shows that the Notarikon technique was used to hide the word APOCALYPSE (from the
Greek “apokalypsis”, meaning end of the world) in the text, by putting a different letter
at each successive line, following a mysterious pattern. As our team of experts in gnostic

theology revealed (sic.), this announces the atomic holocaust between March 2013 and
August 2150.
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The procedure of encryption and decryption is described at page 6 of [RSA78]. When
those two emphasized words are connected by red and green lines respectively, then a
strange esoteric pattern appears, as depicted in Figure 2: the formal description of the
cipher is surrounded by a perfect square, whose each corner is exactly located on the word
“encryption”, and the connection of the words “decryption” draws a vertical line, dividing
the square in two identical parts. By using some laser measurement technique, it was

confirmed that the two parts have exactly the same surface area (with an error margin of
10~*pm).
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Fig. 3. The Transcryptic Lines.



How should we interpret this 7 The square is known in many cultures to symbolize
Earth and Cosmos (from the Greek “kosmos”, meaning good order and secure encryption),
in particular through the four cardinal points it represents. Also, the square symbols the
perfection of Creation, the good order in the Universe, and in China is interpreted as a
symbol of security, integrity and equilibrium. Therefore, the presence of a perfect square
is here to mean that the cipher RSA will bring security and integrity all over the world.
The green line of course symbolizes the operation of division.

IV The Transcryptic Lines: Efficient Factorization Will Soon Be
Possible

At page 9 of [RSATS8] (central symmetric of 6, another multiple of 3!), the section entitled

“How To Find Large Prime Numbers” (see Figure 3) also reveals surprising messages. When
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one draws three red vertical lines whose intervals match the divine proportion (
line describes a mysterious message:

1. “(a) high-speed algorithm will correctly find random prime factors”: this
sounds like the prediction that one will find an efficient algorithm to factorize (here
the future is relative to the date of the paper, so the algorithm may already have been
found).

2. “we detect efficiently a large prime”: this one is more subtle to interpret. It can
either stand for an elegant synthesis of the achievements reported on the page (large
prime can efficiently be found), or this can mean that the large primes can be detected
given their product, that is, the so-called RSA modulus. Our teams of semiologists and
linguists are currently working on this question.

3. “create randomly 200-digit numbers p and ¢”: this one is very mysterious, but it
may signify that the Creation of universe started with two 200-digit random numbers.

V Conclusion

The most famous paper of modern cryptology conceals several prophecies: we presented
here a few examples among the hundred ones we found (which shall be revealed to Mankind
in an upcoming novel). It is certain that the presence of such cryptical information is not
a coincidence: we looked for analog messages in a few other papers, and did not find
anything, thus the origin of messages in the RSA paper is surnatural. What we learn from
the messages revealed here is that:

1. Atomic holocaust will destroy the Universe.

2. As predicts the MetaSquare, the encryption scheme RSA will remain secure forever.

3. An algorithm exists which factorizes efficiently, and maybe further analysis of the paper
will reveal its detail. Our team of midrash exegesists and mathematicians is actually
working in this direction.



4. The steganographic process resisted during more than 35 years, we deduce that it is
secure, and encourage its use by governments and military services.

Eventually, we encourage such cryptanalysis of the present paper (Mr. Smith [Smi06] may
help you for this).
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DISCLAIMER

This paper has been published in the Journal of Craptology, hence it is not a serious
scientific work, but instead, in our case, a satirical view of certain best-seller books about
pseudo-cryptography and supermarket-esoterism. For this reason, it is voluntarily full of
logical non-senses, misinterpretations, and does not aim to reflect the political/theological
views of the author, but only parodies the intellectual dishonesty of certain “writers”.



